In the spring of 2020, universities across America, and the world, abruptly transitioned to online learning. The online transition required faculty to find novel ways to administer assessments and in some cases, for students to utilize novel ways of cheating in their classes.

The purpose of this talk is to provide a retrospective on cheating during online exams in the spring of 2020. It specifically looks at honor code violations in a sophomore level engineering course that enrolled more than 200 students. In this particular course, four pre-COVID assessments were given in class and six during-COVID assessments were given online. We will examine the increasing rate of cheating on these assessments and the profiles of the students who were engaged in cheating. We will compare students who were engaged in violations of the honor code by uploading exam questions vs. those who looked at solutions to uploaded questions.

To understand the abuse of Chegg during exams and the responsiveness of Chegg’s honor code team, we'll be answering the following questions:

- How long does it take for a posted question to be answered by the Chegg tutors?
- How do I know if my students are using Chegg to cheat?
- How effective is Chegg’s user account data in pursuing academic integrity cases?
- How do I get this data from Chegg?
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Tracking Illicit Paper Mill Activity and the Compromised Recomposition of University Websites
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For the last three years, we have noticed instances of compromised college and university websites that use the *.edu top level domain that push users toward a particular type of cheating service - "paper mills" - have increased exponentially. In this presentation we will explain both patterns of attacks we have documented along with our tracing methods with the goal of helping campus communities better prevent similar exploits. We also offer some perspective on preventing similar attacks from happening as we continue to see more teaching and learning happening in online spaces.

Register for the Webinar Series at [https://msu.co1.qualtrics.com/jfe/form/SV_1H9thBPdi66NYkS](https://msu.co1.qualtrics.com/jfe/form/SV_1H9thBPdi66NYkS)

Web links for each webinar will be sent in a follow up email.
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